| **Name des Begutachters:** | **Vorname:** | **Titel:** | Erläuterung: Bitte kreuzen Sie den entsprechenden Bereich an und geben in der nächsten Spalte eine Begründung (Akademischer Abschluss, Berufserfahrung, Tätigkeiten, Schulungen, sonstige Nachweise) an, weshalb Sie sich als kompetent für den relevanten Bereich erachten. |
| --- | --- | --- | --- |
|       |       |       |
|  |
| **Sachbereich** | **Sachgebiet** | **Branche** | **Zutreffendesankreuzen** | **Begründung** **(Akademischer Abschluss, Berufserfahrung, Tätigkeiten, Schulungen, sonst. Nachweise)** |
|  |
| ***Zertifizierungsstellen für Produkte, Prozesse und Dienstleistungen ISO/IEC 17065*** |
| **Datenschutzgrundverordnung (DSGVO)** |  |
|  | **Juristische Ausrichtung** (u. a.: Kenntnisse der relevanten Normen zur Konformitätsbewertung (insbes. ISO-Normen, Gesetze etc.), Kenntnisse im Datenschutzrecht (DSGVO,BDSG etc.), Kenntnisse in Telemediengesetz und Telekommunikationsgesetz bzw. der ePrivacy-Verordnung)*Anforderungen:**Hochschulstudium (mind. achtsemestrig) Rechtswissenschaften mit dem Abschluss Master oder 1. Juristisches Staatsexamen; mind. 1 Jahr Berufserfahrung im Datenschutzrecht sowie Kenntnisse/Erfahrungen in Prüfverfahren (z. B. Zertifizierung/Auditierung);*  | [ ]  |       |
|  | **Technisch - organisatorische Ausrichtung**(u. a.: Angewandte Kryptographie (z. B. Verschlüsselungsverfahren), risikobasierter Ansatz nach DSGVO (Art. 5 Abs. 1 DSGVO und entsprechende ISO-Normen), Privacy by Design/ Privacy by Default)*Anforderungen:**Hochschulstudium (mind. achtsemestrig) betriebswirtschaftliche oder naturwissen­schaftlich-technische Fachrichtung mit dem Abschluss Diplom oder Master oder vergleichbaren Abschluss oder „Ingenieur/in“; mind. 1 Jahr Berufserfahrung im technischen Datenschutz sowie Kenntnisse/Erfahrungen im Prüfverfahren (z. B. Zertifizierungen/Auditierungen)*  | [ ]  |       |
|  |
| ***Zertifizierungsstellen für Managementsysteme ISO/IEC 17021-1*** |
| **Informationssicherheits-Managementsysteme** |  |
|  | **20000 - IT-Service Management (ITSM)** | [ ]  |       |
|  | **22301 - Social Security - Business Continuity Management System (BCMS)** | [ ]  |       |
|  | **ISO 37001 - Managementsysteme zur Korruptionsbekämpfung** | [ ]  |       |
|  | **ISO 62443-2-1 - Managementsysteme des Betreibers** | [ ]  |       |
|  | **DIN ISO 37301:2020 – Compliance Managementsysteme** | [ ]  |       |
|  | **27001 - Informationssicherheits-Managementsystem (ISMS)** |  |
|  |  | **Notwendige Kenntnisse nach IAF MD 13:Bitte ankreuzen und nachweisen, welche Kenntnisse nach IAF MD 13 vorhanden sind** | **Nachweise zwingend beifügen** (z.B. durchgeführte Audits, Schulungsnachweise, Selbsterklärung Normenstudium) |
|  |  | Kenntnis der ISO/IEC 27000 | [ ]  |       |
|  |  | Kenntnis der ISO/IEC 27001 | [ ]  |       |
|  |  | Kenntnis der ISO/IEC 27006 | [ ]  |       |
|  |  | Kenntnis der ISO/IEC 27007 | [ ]  |       |
|  |  | Kenntnis der ISO/IEC 27008 | [ ]  |       |
|  |  | Allgemein | [ ]  |       |
|  |  | Automobilindustrie (Prototypenschutz) | [ ]  |       |
|  |  | Gasnetzbetreiber - IT-Sicherheitskatalog gemäß § 11 Absatz 1a Energiewirtschaftsgesetz | [ ]  |       |
|  |  | Stromnetznetzbetreiber - IT-Sicherheitskatalog gemäß § 11 Absatz 1a Energiewirtschaftsgesetz | [ ]  |       |
|  |  | Betreiber von Energieanlagen - IT-Sicherheitskatalog gemäß § 11 Abs. 1b Energiewirtschaftsgesetz | [ ]  |       |
|  |  | Sicherheitstechniken - Datenschutz-Informationsmanagementsystem gemäß ISO/IEC 27701 | [ ]  |       |

*Rechtsverbindliche Erklärung:*

Ich habe die o. g. Selbsteinschätzung wahrheitsgemäß beantwortet und mir ist bewusst, dass nur auf der Basis dieser Angaben eine Beauftragung erfolgen kann.

Ich bin in den letzten vier Jahren in den angegebenen Fachbereichen / Sachgebieten praktisch tätig gewesen.

|  |  |  |
| --- | --- | --- |
|       |  | gez.       |
| **Ort, Datum** |  | **Name des Begutachters/Fachexperten****[[1]](#endnote-1)** |

Zustimmung durch die Fachbereichsleitung (FBL) zum oben abgezeichneten Benennungsumfang.

|  |
| --- |
|  |
| **Elektronische Unterschrift FBL1** |

1. Dieses Formular wird elektronisch erstellt und gilt ohne Unterschrift. [↑](#endnote-ref-1)